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(57) ABSTRACT

Examples disclosed herein provide systems, methods, and
software for rolling over a data communication from one
communication network to another. In one example, a method
of operating a communication network includes receiving a
secure authorization request from a wireless device and
authorizing the wireless device based on a security key. The
method further includes determining an identifier for a pre-
vious communication network, identifying a previous secu-
rity key from the previous communication network, and inte-
grating the previous security key with the security key to
facilitate communication for the wireless device.
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201+~ RECEIVE A SECURE AUTHORIZATION REQUEST FROM A WIRELESS
COMMUNICATION DEVICE

v

202+« AUTHORIZE THE SECURE AUTHORIZATION REQUEST BASED ON A
SECURITY KEY

v

203+ DETERMINE AN IDENTIFIER FOR A PREVIOUS WIRELESS NETWORK
FROM THE WIRELESS COMMUNICATION DEVICE

v

204« IDENTIFY A PREVIOUS SECURITY KEY FOR THE PREVIOUS WIRELESS
NETWORK

v

INTEGRATE THE PREVIOUS SECURITY KEY WITH THE SECURITY KEY

205 TO FACILITATE COMMUNICATION BETWEEN THE WIRELESS

COMMUNICATION DEVICE AND A SERVER OVER THE COMMUNICATION
NETWORK

FIGURE 2
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1
SECURE WIRELESS DEVICE HANDOFF

TECHNICAL BACKGROUND

Wireless communication systems typically include wire-
less access systems with equipment such as wireless access
nodes along with various control and routing nodes that pro-
vide wireless access to communication services for wireless
communication devices over wireless links. A typical wire-
less communication system includes systems to provide wire-
less access across a geographic region, with wireless cover-
age areas associated with individual wireless access nodes.
The wireless access systems exchange user communications
between wireless communication devices, service providers,
and other end user devices. The user communications typi-
cally include voice calls, data exchanges, web pages, stream-
ing media, or text messages, among other communication
services.

In some wireless communication systems, more than one
wireless communication network can be employed across a
similar geographic region, with each wireless communica-
tion network including one or more sectors of wireless cov-
erage. For example, a first wireless network employing a first
wireless communication protocol can be deployed along with
a second wireless network employing a second wireless com-
munication protocol. Separate wireless access equipment can
be deployed for each wireless network, such as when a Wire-
less Fidelity (WIFI) network is deployed over a similar geo-
graphic area as a fourth generation Long Term Evolution
(LTE) wireless network or other wireless networks.

In some examples, it may be beneficial to handoff data
communications from a first network to another overlapping
network. Some instances where this may be beneficial
include moments when the signal strength ofthe first network
is diminished, the speed of the overlapping network is greater,
and the security is better on the overlapping network, amongst
other possible beneficial handoff moments. As a result, it is
necessary to efficiently, quickly, and securely transition a
wireless device from the first network to the second network.
Overview

Examples disclosed herein provide systems, methods, and
software for rolling over a data communication from one
communication network to another. In one example, a method
of operating a communication network includes receiving a
secure authorization request from a wireless device and
authorizing the wireless device based on a security key. The
method further includes determining an identifier for a pre-
vious communication network, identifying a previous secu-
rity key from the previous communication network, and inte-
grating the previous security key with the security key to
facilitate communication for the wireless device.

BRIEF DESCRIPTION OF THE DRAWINGS

Many aspects of the disclosure can be better understood
with reference to the following drawings. The components in
the drawings are not necessarily to scale, emphasis instead
being placed upon clearly illustrating the principles of the
present disclosure. Moreover, in the drawings, like reference
numerals designate corresponding parts throughout the sev-
eral views. While several embodiments are described in con-
nection with these drawings, the disclosure is not limited to
the embodiments disclosed herein. On the contrary, the intent
is to cover all alternatives, modifications, and equivalents.

FIG. 1 illustrates a communication system for secure wire-
less communication device handoffs.
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FIG. 2 illustrates a method for secure wireless communi-
cation device handoffs.

FIG. 3 illustrates a timing diagram for secure wireless
communication device handoffs.

FIG. 4 illustrates a communication system for secure wire-
less communication device handoffs.

FIG. 5 illustrates a timing diagram for secure wireless
communication device handoffs.

FIG. 6 illustrates an overview of a secure wireless commu-
nication device network handoff.

FIG. 7 illustrates an overview of a secure wireless commu-
nication device network handoff.

FIG. 8 illustrates a computing system for secure wireless
communication device handoffs.

DETAILED DESCRIPTION

Wireless communication devices may provide a user with
avariety of different applications and processes that commu-
nicate using a wireless communication network. Such appli-
cations and processes may include voice calls, email applica-
tions, and file sharing applications, amongst other possible
applications. In some examples, these applications may store
and communicate sensitive data to the user, the user’s busi-
ness, or the user’s family. Thus, when it is necessary to make
a communication from the wireless communication device, it
may be essential to maintain a secure connection across the
wireless network.

In the present instance, a wireless communication device
may migrate between two different communication net-
works. As a result, the wireless device may be required to
handoffa communication between the networks and maintain
the proper security for the device in the process. In some
examples, an application on the wireless communication
device may maintain “keys” or security certificates to ensure
the validity of the device and the application. When the device
attempts to communicate using a first wireless communica-
tion network, these keys will be verified before any commu-
nication can take place. Once the keys have been authorized,
the device will then be allowed to communicate over the
wireless network.

In some occurrences, the wireless communication device
may transition from the first wireless communication net-
work to a second wireless communication network, such as a
transition from Long Term Evolution (LTE) to Wireless
Fidelity (WIFI). When this occurs, the device may then need
to be reauthorized using a second security key with the second
communication network. Further, as disclosed herein, the
second wireless network may obtain the security key from the
first wireless network. Once obtained, the second security key
can be integrated with the first security key to facilitate secure
communications for the wireless device.

Turning now to FIG. 1, FIG. 1 illustrates a communication
system 100 for secure wireless communication device hand-
offs. Communication system 100 includes wireless commu-
nication device (WCD) 110, first wireless communication
network 120, second wireless communication network 121,
and server 140. WCD 110 further includes a communication
portion 112 and applications 114. First and second commu-
nication networks 120-121 further include first security and
second security management modules 130-131. WCD 110
communicates with first communication network 120 over
wireless sector 180, and further communicates with second
communication network over wireless sector 181. First com-
munication network 120 further communicates with second
communication network 121 over communication link 140,
and communicates with server 140 over communication link
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170. Second communication network 121 communicates
with server 140 over communication link 171.

In operation, secure application 150 on WCD 110 may
require a data communication with server 140. Such a data
communication may include transferring data to server 140,
receiving data from server 140, or any other data interaction
with server 140. To accomplish the data communication,
WCD 110 must first establish an authorization 160 between
the device and first security management module 130. This
authorization may include the use of “keys” or security pass-
phrases to ensure the identity of the device and the applica-
tion.

In some examples, WCD 110 may initiate a communica-
tion using first communication network 120. Upon receipt of
the initiation, first security management module 130 may
return a random phrase to WCD 110 that can be used to verify
the identity of the device and the application. Once received,
WCD 110 will process the random phrase based on a security
key and transmit the processed key back to first security
management module 130. If the processed phrase matches an
expected value at first security management module 130, then
the communication will be accepted from WCD 110 and data
may be communicated accordingly.

As data is communicated between WCD 110 and server
140, WCD 110 may necessitate a transition from first com-
munication network 120 to second communication network
121. Based on this necessity, the wireless device may be
forced to handover communication between the networks to
ensure that the data connection is not lost. To accomplish the
handover, WCD 110 may send a second authorization request
161 to second communication network 121 and second secu-
rity management module 131. This authorization request may
be used to initiate the verification of the device, the applica-
tion, and the communication using a key or security pass-
phrase in the same manner as first authorization 160.

Once the device has been authenticated by second commu-
nication network 121 and second security management mod-
ule 131, WCD 110 may then forward a first communication
network identifier to second communication network 121. In
some examples, WCD 110 may forward the identifier without
being requested by second communication network 121. In
other instances, second communication network 121 may
inquire WCD 110 for the identifier. Upon the receipt of the
identifier from WCD 110, second communication network
121 is then configured to retrieve the first security key or
passphrase from first communication network 120. This first
key from first authorization 160 may then be integrated with
the second key from second authorization 161 to ensure WCD
110 is allowed to communicate with server 140 through sec-
ond communication network 121.

For example, WCD 110 may use a first key to communicate
with server 140 over first communication network 120. This
first key may be used to verify the identity of WCD 110 to
server 140. Upon the transition to second communication
network 121, the combination of the first security key and the
second security key may be used to continue the verification
of WCD 110 to server 140, and allow the rollover of commu-
nications from first communication network 120 to second
communication network 121.

To further illustrate the operation of communication sys-
tem 100, FIG. 2 is included that demonstrates a method of
operating second communication network 121 to securely
handoff WCD 110 from first communication network 120.
The method includes, receiving a secure authorization
request 161 from WCD 110 (201). This request is used to
initiate the rollover from first communication network 120 to
second communication network 121. In operation, WCD 110
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may initiate a data communication with first communication
network 120 using a first security key. First communication
network 120 may be used to provide data communications to
WCD 110 in a first coverage area. However, as WCD 110
changes its geographical location, it may become more effec-
tive for the device to connect to second communication net-
work 121. This transition to second communication network
121 may occur as a result of a lack in signal strength from first
communication network 120, improved data rates provided
by second communication network 121, improved signal
strength from second communication network 121, or for any
other communication factor.

Once the secure authorization request has been received by
second communication network 121 and second security
management module 131, second communication network
121 will then verify WCD 110 using a second security key
(202). In some examples, second security management mod-
ule 131 may be used to forward a random value to WCD 110.
WCD may then use the second security key to process the
random value and return the processed value to second com-
munication network 121. This returned value may then be
compared with an expected value in second security manage-
ment module 131 to verify WCD 110.

Upon the verification of WCD 110, second communication
network 121 is then configured to determine an identifier for
first communication network 120 from WCD 110 (203). In
some examples, second communication network 121 may
inquire WCD 110 for the identity of the other communication
network. In other instances, WCD 110 may volunteer the
identity of the other communication network without the
need of an inquiry.

The method further includes, based on the network identi-
fication, identifying the first security key for first communi-
cation network 120 (204). In some examples, the first security
key may reside in a first security management module 130
that is a function or device within first communication net-
work 120. In other examples, the first security key may reside
onthe end server itself, such as when WCD is communicating
using Voice over Long Term Evolution or VoLTE. In these
circumstances, second communication network 121 may
communicate a request through first communication network
120 to receive the security key from server 140.

Once the security key has been gathered, second commu-
nication network 121 is then configured to integrate the first
security key with second security key to facilitate communi-
cation of WCD 110 and server 140 (205). In some instances,
server 140 may be configured to only communicate data if all
of the security keys for a device are identified. As a result, it
may be necessary for the communication networks to provide
all of the keys to server when they rollover the communica-
tion.

As a further illustration of communication system 100,
FIG. 3 is included that demonstrates a timing diagram 300 for
secure wireless device handoffs. As illustrated in timing dia-
gram 300, WCD 110 may require a data communication for
an application on the device. When this communication is
required, the device may first be authorized by first commu-
nication network 120 using a first security key. Once the
device is authorized, WCD 110 is then configured to commu-
nicate data with server 140 using first communication net-
work 120.

In some examples, WCD 110 may require a transition or
handoff between wireless networks as a result of the move-
ment of WCD 110. This handoff could occur when there is a
loss in signal strength from first communication network 120,
when there is a faster data rate from second communication
network 121, when there is increased signal strength from
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second communication network 121, or any other handoff
factor. Once the handoff is necessary, WCD 110 will then
communicate a second authorization request to second com-
munication network 121. Second communication network
121 will then authorize the device based on a second security
key. In some examples, second communication network 121
may transfer a random value to WCD 110 for WCD 110 to
process using the second security key. Once the random value
is processed, the processed value may then be returned to
second communication network 121 to be compared with an
expected result.

After the comparison and the authorization of the device,
second communication network 121 is configured to deter-
mine the identity of first communication network 120. In
some instances, second communication network 121 may
request WCD 110 for the identity of the other communication
network. In other occurrences, WCD 110 may be configured
to automatically pass the identity of first communication net-
work 120.

Once the identity of first communication network 120 is
determined, second communication network 121 is then con-
figured to gather the first security key from the network. This
first security key is then incorporated with the second security
key to allow communications between WCD 110 and server
140 over second communication network 121.

By compiling the security keys, security can be better
maintained as the device moves between communication net-
works. Thus, although illustrated with two communication
networks in the present example, it should be understood that
the process of gathering security keys from previous net-
works may be repeated as many times as necessary to com-
plete the communication. For example, if WCD 110 were to
move to a third communication network, the third communi-
cation network could gather the security keys from the second
communication network to ensure security.

Turning now to FIG. 4, FIG. 4 illustrates a communication
system 400 with the ability to securely roll over device com-
munications. Communication system 400 includes wireless
communication device (WCD) 410, eNodeB 420, serving
gateway (SGW) 422, packet data network gateway (PGW)
424, IP multimedia core network subsystem (IMS) 430, hot
spot 440, evolved packet data gateway (ePDG) 442, and Voice
over Long Term Evolution gateway (VOLTE GW) 435. In the
present example, eNodeB 420, SGW 422, and PGW 424 are
used to provide Long Term Evolution or LTE communication
to WCD 410. IMS 430 is used to provide IP multimedia
services to various wireless communication devices and is
intended to aid the access of multimedia and voice applica-
tions from the wireless terminals. Hot spot 440 and ePDG 442
are used to help in facilitating Wireless Fidelity (WIFI) com-
munication to WCD 410. In the present example, ePDG 442
is configured to communicate with PGW 424 to provide
access to IMS applications for WCD 410. VOLTE GW 435 is
used to provide VOLTE communication to wireless commu-
nication devices, such as WCD 410, and is one example of
server 140. VOLTE GW 435 further includes first security
module 452 and ePDG 442 further includes second security
module 453.

In operation, a user of WCD 410 may require a VoLTE
communication that uses VoLTE gateway 435 to communi-
cate with another device. To make this voice call, WCD 410
must complete first authorization 460 with VoL TE gateway
435. In some instances, first authorization 460 may include a
hashing using keys between WCD 410 and VoLTE gateway
435. This hashing may include the transfer of a random value
from VoL TE gateway 435 to WCD 410. Once received at
WCD 410, WCD 410 may process the random value using the
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first security key and return the processed value to VoLTE
gateway 435. The returned processed value can then be com-
pared with an expected value by VoLTE gateway 435 to
determine if the communication is authorized. Upon autho-
rization, WCD 410 may then transmit VoLTE communica-
tions to VOLTE gateway 435 using eNodeB 420, SGW 422,
PGW 424, and IMS 430.

Once the communication has commenced, WCD 410 may
determine that it is desirable to change communication net-
works to continue the call. As illustrated in communication
system 400, when this occurs, WCD 410 is configured to
establish second authorization 461 with second security mod-
ule 453 on ePDG 442. Similar to first authorization 460,
second authorization 461 may use hashing and a second secu-
rity key to establish the authorized connection. Upon the
connection being authorized, ePDG 442 will then determine
an identifier for the first wireless communication network that
the device was connected to. In some examples, WCD 110
may pass the identity of the first wireless communication
network to ePDG 442. In other instances, ePDG 442 may
inquire WCD 410 about the identity of the first wireless
communication network.

In addition to or in place of determining the identifier for
the first wireless communication network, ePDG 442 may be
configured to receive other location identifiers. These other
location identifiers may include the identity of VOLTE GW
435, the identity of PGW 424, or any other relevant location
identifier for retrieving previous security keys.

Based on the identifier supplied by WCD 410, ePDG 442
may then communicate with PGW 424 to identify the first
security key for the communication. PGW 424 may then
communicate with IMS 430 and VoL TE gateway 435 to deter-
mine the first security key that was used by WCD 410. Once
identified, ePDG 442 may then integrate this first security key
with the second security key that was verified using second
security module 453. By integrating the two security keys, an
added layer of security is created between the device and
VoLTE gateway 435. As a result, the device can be verified
during each wireless communication network transition, and
can be traced back to all previous communication networks.

To further demonstrate the operation of communication
system 400, FIG. 5 is included that illustrates a timing dia-
gram 500 for a secure rollover of a wireless communication
device between wireless networks. As illustrated in timing
diagram 500, WCD 410 may request a VoLTE communica-
tion using the LTE communication network. To accomplish
this communication, WCD 410 must first be authorized by
VoLTE gateway 435 before data communications can begin.
In some examples, this authorization may include hashing
and a first security key between WCD 410 and VoLTE gate-
way 435. Once authorized, the device may begin the call
across the LTE network.

After the call has been initiated, WCD 410 may request to
be handed oft to a WIFI network that is made up of hot spot
440 and ePDG 442. Such a handoft may occur when the
signal strength of the LTE network has diminished, the speed
of'the WIFI network is greater, the security level on the WIFI
network is better, amongst other possible handoff moments.
Once the request to be handed off has been received by the
WIFI network, the WIFI network will then authorize the
device using hashing and a second security key. Upon autho-
rization, the WIFI network will determine the identity of the
LTE network that WCD 410 was first connected to. This
identification may come automatically from WCD 410, or
may requested from WCD 410 by the WIFI communication
network.
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Once the identity of the LTE communication network is
known, the WIFI network may then communicate with the
LTE network to retrieve the first security key from VoLTE
gateway 435. This security key may then be integrated with
the second security key to communicate with VoL TE gateway
435. Referring back to FIG. 4 as an example, WCD 410 will
communicate with ePDG 442 using hot spot 440. EPDG 442
is then configured to communicate, using the first and second
security keys, with PGW 424 to pass communications to
VoLTE gateway 435.

Referring now to FIG. 6, FIG. 6 illustrates an overview 600
of handing off a wireless device between two wireless com-
munication networks. Overview 600 includes wireless com-
munication device (WCD) 610, first communication network
620, second communication network 630, and server 640.
Overview 600 further includes first security key 650, second
security key 651, and integrated keys 652.

In operation, WCD 610 will be authorized to communicate
with first communication network 620 using first security key
650. First security key 650 may include any passphrase or
other security measure that can be used with hashing between
first communication network 620 and WCD 610. Once the
device has been authorized on first communication network
620, the device may then look to be handed off to another
communication network, such as second communication net-
work 630. To accomplish the handoff, WCD 610 will need to
be reauthorized using hashing and second security key 651. In
some examples, the hashing may include second communi-
cation network 630 communicating a random value to WCD
610. WCD 610 will then process this random value using
second security key 651 and pass a result to second commu-
nication network 630. Second communication network 630
can then compare the result to an expected result to determine
if the device is authorized.

Once WCD 610 has been authorized by second communi-
cation network 630, second communication network 630 is
then configured to retrieve first security key 650 from first
communication network 620. In some instances, second com-
munication network 630 may inquire WCD 610 about the
identity of the other communication network. In other
examples, WCD 610 may automatically pass the identity of
the other communication network. Based on the network
identity provided by WCD 610, second communication net-
work 630 can then request the key from first communication
network 620. Once retrieved, first security key 650 can then
be incorporated with second security key 651 to generate
integrated keys 652.

In some examples, the integrated keys are required for
second communication network 630 to communicate with
server 640. By integrating the keys, it ensures that the various
communication networks have authorized each handoff for
the device. Further, although not illustrated in overview 600,
it should be understood that WCD 610 may handoff to any
number of communication networks. As a result, on each
handoff, the new communication network will be responsible
for gathering previous security keys from the prior networks.

As an alternative example, FIG. 7 is included that illus-
trates an overview 700 of handing off a wireless device
between wireless communication networks. Overview 700
includes wireless communication device (WCD) 710, LTE
communication network 720, WIFI communication network
730, and VOLTE server 740. VOLTE server 740 is an example
of VOLTE gateway 435, although other examples may exist.

Similar to the operation of overview 600 described in FIG.
6, WCD 710 may require a data communication using a
communication network. In the present example, WCD 710
requires a VOLTE communication with VoLTE server 740
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using LTE communication network 720. Instead of verifying
the device using LTE communication network 720, WCD 710
will be verified using VoLTE server 740 and a first security
key.

Upon authorization of the communication, WCD 710 may
desire to transition to another communication network, such
as WIFI communication network 730. When this transition or
handoff is required, WCD 710 will authorize itself on WIFI
communication network 730 using secure communication
key 751. Once authorized, WIFI communication network 730
will then gather first security key 750 from VoL TE server 740.
In some examples, WCD 710 may automatically transfer the
identity of the previous communication network to WIFI
communication network 730 to allow the gathering of the
security keys. In other instances, WIFI communication net-
work 730 may be required to request the identity of the
previous network from WCD 710.

Once the keys are gathered, the device may then continue
the data communication using WIFI communication network
730. Although illustrated with two communication networks
in the present example, it should be understood that WCD 710
may transfer to any number of communication networks. For
example, after switching to WIFI communication network
730, WCD 710 may then switch back to another LTE com-
munication network. This other LTE communication network
would then be required to identify the previous security keys
that were used in creating the connections.

Referring now to FIG. 8, FIG. 8 illustrates a security man-
agement computing system 800 according to at least one
example. Security management computing system 800 is an
example of a security module, such as second security man-
agement module 131 or second security management module
453, although other examples may exist. Computing system
800 may be configured to operate wholly or partially in an
ePDG in some examples, although computing system 800
may be implemented anywhere within a communication net-
work. Computing system 800 includes communication inter-
face 801, user interface 802, and processing system 803.
Processing system 803 is linked to communication interface
801 and user interface 802. Processing system 803 includes
processing circuitry 805 and memory device 806 that stores
operating software 807.

Communication interface 801 comprises components that
communicate over communication links, such as network
cards, ports, RF transceivers, processing circuitry and soft-
ware, or some other communication devices. Communication
interface 801 may be configured to communicate over metal-
lic, wireless, or optical links. Communication interface 801
may be configured to use TDM, 1P, Ethernet, optical network-
ing, wireless protocols, communication signaling, or some
other communication format—including combinations
thereof. The wireless protocols may include Code Division
Multiple Access (CDMA), Evolution Data Only (EVDO),
Worldwide Interoperability for Microwave Access
(WIMAX), Global System for Mobile Communication
(GSM), Long Term Evolution (LTE), Wireless Fidelity
(WIFI), High Speed Packet Access (HSPA), or some other
wireless communication format, including combinations,
variations, or improvements thereof. Communication inter-
face 801 is configured to facilitate the handoft of wireless
communication devices from one communication network to
another communication network. These handoffs include
authorizing the device using security keys and gathering any
previous security key that was used by the wireless device.

User interface 802 comprises components that interact
with a user. User interface 802 may include a keyboard,
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display screen, mouse, touch pad, or some other user input/
output apparatus. User interface 802 may be omitted in some
examples.

Processing circuitry 805 comprises microprocessor and
other circuitry that retrieves and executes operating software
807 from memory device 806. Memory device 806 comprises
a non-transitory storage medium, such as a disk drive, flash
drive, data storage circuitry, or some other memory apparatus.
Operating software 807 comprises computer programs, firm-
ware, or some other form of machine-readable processing
instructions. Operating software 807 includes authorization
module 808, network identification module 809, and key
integration module 810. Operating software 807 may include
an operating system, utilities, drivers, network interfaces,
applications, or some other type of software. When executed
by circuitry 805, operating software 807 directs processing
system 803 to operate computing system 800 as described
herein.

In particular, communication interface 801 is configured to
receive a secure authorization request from a wireless com-
munication device that is attempting to transition from
another communication network. Authorization module 808
is configured to authorize the device based on a security key
or passphrase. In some examples, computing system 800 may
generate a random value to be sent to the device. The device
may then process the random value using the security key, and
return the processed random value to computing system 800.
Once the processed value has arrived, authorization module
808 can compare that value to an expected returned value to
authorize the device.

After being authorized, network identification module 809
is then configured to use communication interface 801 to
identify other networks or networked devices that may pos-
sess security keys that were used by the device in the com-
munication. In some examples, the wireless device may be
configured to automatically pass the location identifiers to
computing system 800. In other examples, computing system
800 must inquire the wireless device for the identity of the
network or network device.

Once the location of the security keys is identified, com-
puting system 800 is then configured to gather the security
keys from the one or more locations using communication
interface 801. These gathered keys may then be integrated
together with key integration module 810. In some examples,
the integration of the keys is necessary to maintain the devices
original communication. In other instances, maintaining the
keys is a method of verifying the communication as it is
passed between communication networks.

Although illustrated with three software modules in the
present example, it should be understood that computing
system 800 may include any number of software modules to
facilitate a secure handoff of a wireless communication
device.

Returning now to FIG. 1, communication networks 120-
121 comprise network elements that provide communication
services to WCD 110. The wireless networks may comprise
switches, wireless access nodes, Internet routers, network
gateways, application servers, computer systems, communi-
cation links, or some other type of communication equip-
ment—including combinations thereof. Further, communica-
tion networks 120-121 include first and second security
management modules 130-131, which are used to provide
authorization to WCD 110 to use the communication net-
works. Security management modules 130-131 may include
hardware, firmware, software, or any other element to provide
the security operations described herein. It should be under-
stood that although first security management module 130 is
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illustrated within first communication network 120, manage-
ment module 130 may be implemented in server 140 in some
examples.
WCD 110 comprises RF communication circuitry and an
antenna. The RF communication circuitry typically includes
anamplifier, filter, modulator, and signal processing circuitry.
WCD 110 may also include a user interface, memory device,
software, processing circuitry, or some other communication
components. WCD 110 may be a telephone, computer,
e-book, mobile Internet appliance, wireless network interface
card, media player, game console, or some other wireless
communication apparatus—including combinations thereof.
Wireless sectors 180-181 include wireless links that use the
air or space as a transport media. These wireless links may
communicate using Code Division Multiple Access
(CDMA), Evolution Data Only (EVDO), Worldwide Interop-
erability for Microwave Access (WIMAX), Global System
for Mobile Communication (GSM), Long Term Evolution
(LTE), Wireless Fidelity (WIFI), High Speed Packet Access
(HSPA), or some other wireless communication format—
including combinations thereof.
Communication links 170-172 use metal, glass, air, space,
or some other material as the transport media. Communica-
tion links 130-132 could use various communication proto-
cols, such as Time Division Multiplex (TDM), Internet Pro-
tocol (IP), Ethernet, communication signaling, Code
Division Multiple Access (CDMA), Evolution Data Only
(EVDO), Worldwide Interoperability for Microwave Access
(WIMAX), Global System for Mobile Communication
(GSM), Long Term Evolution (LTE), Wireless Fidelity
(WIFI), High Speed Packet Access (HSPA), or some other
communication format—including combinations thereof.
Communication links 130-132 could be direct links or may
include intermediate networks, systems, or devices.
Server 140 may include any computing device capable of
processing data requests for wireless communication
devices, such as WCD 110. Server 140 may include a storage
system, a processing system, a communication interface, and
a user interface, amongst other possible systems. In some
examples, server 140 may be configured as a VoL TE gateway
to facilitate VoLTE communications between multiple
devices. In such instances, server 140 may include first secu-
rity management module 130 to authorize the communication
from WCD 110.
The above description and associated figures teach the best
mode of the invention. The following claims specify the scope
of'the invention. Note that some aspects of the best mode may
not fall within the scope of the invention as specified by the
claims. Those skilled in the art will appreciate that the fea-
tures described above can be combined in various ways to
form multiple variations of the invention. As a result, the
invention is not limited to the specific embodiments described
above, but only by the following claims and their equivalents.
What is claimed is:
1. A method of operating a first communication network to
facilitate a communication handoff for a wireless communi-
cation device comprising:
receiving, in the first communication network, a request for
authorization from the wireless communication device
to communicate with the first communication network;

in response to receiving the request, authorizing, by the
first communication network, the wireless communica-
tion device to communicate with the first communica-
tion network based on a first security key;

receiving, in the first communication network, an identifier

for a second communication network from the wireless
communication device;
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identifying, by the first communication network, a second
security key, wherein the wireless communication
device has been authorized to communicate, based on
the second security key, with the second communication
network; and

integrating, by the first communication network, the sec-

ond security key with the first security key to facilitate
communication between the wireless communication
device and a server over the first communication net-
work.

2. The method of claim 1 wherein the first communication
network is configured to communicate with the wireless com-
munication device using Wireless Fidelity format.

3. The method of claim 2 wherein the second communica-
tion network is configured to communicate with the wireless
communication device using Long Term Evolution format.

4. The method of claim 1 wherein identifying, by the first
communication network, the second security key comprises
retrieving the second security key from a security manage-
ment module within the second communication network.

5. The method of claim 1 wherein the server comprises a
Voice over Long Term Evolution (VOLTE) gateway.

6. The method of claim 5 wherein identifying, by the first
communication network, the second security key comprises
retrieving the second security key from a security manage-
ment module on the VoLTE gateway using at least a portion of
the first communication network.

7. The method of claim 1 further comprising:

identifying a security key request from a third communi-

cation network; and

transferring the second security key and the first security

key to the third communication network.

8. A computing system for operating a first communication
network to facilitate a communication handoff for a wireless
communication device comprising:

a communication interface configured to:

receive a request for authorization from the wireless
communication device to communicate with the first
communication network;

in response to authorizing the wireless communication
device to communicate with the first communication
network, receive an identifier for a second communi-
cation network from the wireless communication
device; and

after receiving the identifier for the second communica-
tion network, receive a second security key from the
second communication network; and

a processing system configured to:

in response to receiving the authorization request, autho-
rize the wireless communication device to communi-
cate with the first communication network based on a
first security key; and

upon receiving the second security key, integrate the
second security key with the first security key to
facilitate communication between the wireless com-
munication device and a server over the first commu-
nication network.

9. The computing system of claim 8 wherein the first com-
munication network communicates with the wireless device
using Wireless Fidelity (WIFI) format.

10. The computing system of claim 9 wherein the second
communication network communicates with the wireless
device using Long Term Evolution (LTE) format.
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11. The computing system of claim 8 wherein the commu-
nication interface is further configured to transfer a security
key request to a security management module within the
second communication network, and wherein the communi-
cation interface configured to receive the second security key
from the second communication network is configured to
receive the second security key from the second communica-
tion network after transferring the security key request.

12. The computing system of claim 8 wherein the server
comprises a Voice over Long Term Evolution (VoLTE) gate-
way.

13. The computing system of claim 8 wherein the commu-
nication interface is further configured to transfer a security
key request to a security management module on the VoLTE
gateway using at least a portion of the second communication
network, and wherein the communication interface config-
ured to receive the second security key from the second com-
munication network is configured to receive the second secu-
rity key from the second communication network after
transferring the security key request.

14. The computing system of claim 8 wherein the commu-
nication interface is further configured to:

receive a secondary security key request from a third com-

munication network; and

transfer the second security key and the first security key to

the third communication network.

15. A method of operating a secondary communication
network to rollover a Voice over Long Term Evolution
(VoL TE) communication comprising:

identifying a request for authorization from a wireless

communication device to communicate with the second-
ary communication network;

in response to the authorization request, authorizing the

wireless communication device to communicate with
the secondary communication network using a first
security key;
receiving, from the wireless communication device, aloca-
tion identifier for a gateway associated with a second
security key for the wireless communication device;

based on the location identifier, obtaining the second secu-
rity key from the gateway; and

integrating the second security key with the first security

key to facilitate the VoLTE communication using the
secondary communication network.

16. The method of claim 15 wherein the secondary com-
munication network is configured to communicate using
Wireless Fidelity (WIFI) format.

17. The method of claim 15 wherein the location identifier
for the gateway comprises a location for a VOLTE gateway.

18. The method of claim 17 wherein obtaining the second
security key from the gateway comprises:

transferring a security key request to the VoLTE gateway;

and

receiving the second security key in a security key response

from the VOLTE gateway.

19. The method of claim 15 wherein the request for autho-
rization occurs in response to the wireless communication
device transitioning from a first communication network to
the secondary communication network.

20. The method of claim 19 wherein the first communica-
tion network is configured to communicate using Long Term
Evolution (LTE) format.
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